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Customs-Trade Partnership Against Terrorism (C-TPAT) Questionnaire




(Please return no later than 30 days from receipt)
Dear Supplier, 
We are currently securing C-TPAT information and we require your compliance.
Please complete the form and fax/e-mail this form to:
Trade Compliance Specialist
SumiRiko Ohio, Inc. 
Phone: (419) 358-2121 

Fax: (419) 358-9331

E-mail: customs@us.sumiriko.com
Company Name ___________________________________________________________________

C-TPAT Contact (First & Last Name) ___________________________________________________

Title _________________________________________________________________________

Telephone Number: ___________________________

Fax Number: ______________________

E-mail Address: ____________________________________________________

Do you import/export goods into the United States?  ____ Yes
____ No

____N/A

If No, please stop, sign and return acknowledgement form.

If Yes, please complete the questions below.

Do you import/export product for SumiRiko Ohio?  ____ Yes     ____ No

What percentages of your imports/exports are used for DTR?  __________

Are you C-TPAT/Equivalent Accredited Security Program Certified?
____ Yes

____ No

_____ Other


If Yes, please provide your SVI # Below, sign & return the acknowledgement form.

(List Program)

If No, please complete the rest of the form and attached questions.


SVI #/Certification # _______________________________________________________________________________

Do you currently have plans to become certified?  ____ Yes
____ No

If yes, When?  ______________________________________________________________________
_________________________________________


_____________

 Signature






         Date
__________________________________________


____________________________________

 Print Name






                                Title

I. Supplier Data

Supplier Name: _____________________________________________________________________

Supplier Address: 
___________________________________________________




___________________________________________________

Years In Business _________

Other Name (s) Your Company Uses: _____________________________________________________

II. Operation Overview 

(Provide a brief summary of the products/services that your company supplies.)


__________________________________________________________________________________________


__________________________________________________________________________________________


__________________________________________________________________________________________


__________________________________________________________________________________________

__________________________________________________________________________________________
III. Does your company participate in any Customs Industry Partnership Programs or other cargo security programs? Please list. Examples are (If so, please send copies of certification):

__________
C-TPAT (Customs-Trade Partnership Against Terrorism)

__________
CIP (Carrier Initiative Program)

__________
SCIP (Super Carrier Initiative Program)

__________
BASC (Business Anti-Smuggling Coalition)

__________
Other, please list ________________________________________________

_______________________________________________________________

IV. Carriers

Please list the names of the airlines, steamship lines and truckers used for transporting merchandise to and from your facility or any carriers selected by your organization to transport merchandise to our facility.  Indicate if each carrier listed participates in C-TPAT or other security Programs.

________________________________________________________________________________________

________________________________________________________________________________________

________________________________________________________________________________________

________________________________________________________________________________________
V. Supplier/Manufacturer Security Procedures

Does your company have any policies or procedures related to the following? Please provide written documentation, such as the table of contents from a security procedures manual or copies of actual procedures, to support the answers given in this section.

1. Physical Security

All buildings should be constructed of materials, which resist unlawful entry and protect against outside intrusion. Physical security should include:

__________   Adequate locking devices for external and internal doors, windows, gates, and fences

__________   Segregation and marking of international, domestic, high-value, and dangerous goods cargo



  within the warehouse by a safe, caged, or otherwise fenced-in area.

__________   Adequate lighting provided inside and outside the facility to include parking areas.

__________   Separate parking area for private vehicles separate from the shipping, loading dock, and   

 cargo areas.

__________   Having internal/external communications systems in place to contact internal security



  personnel or local law enforcement police.

__________   Other, please describe ________________________________________________________



   _________________________________________________________________________

2. Access Controls

Unauthorized access to the shipping, loading dock and cargo areas should be prohibited. Controls should include (please provide supporting documentation):
__________   Positive identification of all employees, visitors and vendors.

__________   Procedures for challenging unauthorized/unidentified persons.

__________  Other, please describe _________________________________________________________



   __________________________________________________________________________

3. Procedural Security 

Measures for the handling of incoming and outgoing goods should include the protection against the introduction, exchange or loss of any legal or illegal material.  Security controls should include:

__________   Designated procedures to supervise the introduction /removal of cargo.

__________   Properly marked, weighed, counted, and documented products.

__________ 
Procedures to verify the physical integrity of the shipping/overseas container structure prior 

 to stuffing, to include the reliability of the locking mechanisms of the doors. The seven point 

 inspection process is required for all containers that come from outside the United States:

1. Front Wall

2. Left Side

3. Right Side

4. Floor

5. Ceiling/Roof

6. Inside/Outside Doors

7. Outside/Undercarriage

__________  Procedures in place to verify the physical integrity of the trailer structure prior to stuffing, to 

 include the reliability of the locking mechanisms of the doors. The ten-point inspection


 process is required for all trailers that come from outside the United States:

1. Fifth wheel area – check natural compartment/skid plate

2. Exterior – front/sides

3. Rear – bumper/doors

4. Front wall

5. Left side

6. Right side

7. Floor

8. Ceiling/Roof

9. Inside/Outside doors

10. Outside/Undercarriage

__________   Procedures for verifying seals on containers, trailers, and railcars.

__________   Procedures for detecting and reporting shortages and overages.

__________   Procedures for tracking the timely movement of incoming and outgoing goods.

__________   Proper storage of empty and full containers to prevent unauthorized access into

 containers/trailers or container/trailer storage areas.

__________   Procedures to notify Customs and other law enforcement agencies in cases where



 irregularities or illegal activities are detected or suspected by the company.
__________   Other, please describe ________________________________________________________



  __________________________________________________________________________

4. Personnel Security

Companies should conduct employment screening and interviewing of prospective employees to include periodic background checks and application verifications.

__________   Employment Application

__________   Interviewing

__________   Reference Checks

__________   Criminal History Checks

__________   Drug Screening

__________   Fingerprinting

__________   Other, please describe ________________________________________________________



   __________________________________________________________________________

5. Education and Training Awareness

A security awareness program should be provided to employees including recognizing internal conspiracies, maintaining product integrity, and determining and addressing unauthorized access.  These programs should encourage active employee participation in security controls.

Please list security related training programs and seminars provided to your employees:

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

_____________________________________________________________________________________
______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

______________________________________________________________________________________

6. Information Technology Security

Measures must be in place to safeguard computer access and information.  A system must be in place to identify the abuse of IT including improper access, tampering or the altering of business data.  All system violators must be subject to appropriate disciplinary actions for abuse.

__________   Password Protection 

Automated systems must be individually assigned that require a periodic change of password.  IT security policies, procedures and standards must be in place and provided to employees in the form of training.

__________  System and Data Protection

Anti-virus and anti-spy ware should be installed and kept current in all computer systems.



__________   Accountability 

A system must be in place to identify the abuse of IT including improper access, tampering or the altering of business data.  All system violators must be subject to appropriate disciplinary actions for abuse.

VI. Certification

I hereby certify that the information given by me in completing this questionnaire is true and correct to the best of my knowledge.  Should significant changes occur in our program, we will provide SumiRiko Ohio, Inc. notification in writing of these changes.

_______________________________________________




Signature 

_______________________________________________




    Title

_______________________________________________




    Date
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